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1. Which system is crucial to prevent data loss during power
interruptions in a data centre?

A. Power Distribution Unit

B. Rack-mounted servers

C. Uninterruptible Power Supply
D. Data Backup System

2. How do power outages impact data centres?
A. They enhance overall efficiency

B. They can lead to service interruption, data loss, and damage
to equipment

C. They have negligible effects on cloud services
D. They allow for maintenance of hardware

3. What is the function of a UPS in a data centre?
A. It regulates temperature within the centre
B. It provides backup power during outages
C. It increases network speed
D. It manages data transfers between devices

4. When installing an additional Network Interface Card

(NIC) in a server, which hardware consideration is most
critical?

A. Storage capacity of the server

B. Bus type and speed of the motherboard
C. Cooling system efficiency

D. Operating system compatibility

5. How is cloud computing related to data centres?

A. Cloud computing eliminates the need for data centres

B. Cloud computing relies on data centres for scalable
resources

C. Cloud computing is an internal service of data centres
D. Cloud computing only serves local clients
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6. What is a primary benefit of virtualization in data centres?
A. Increased hardware costs
B. Reduced physical space requirement
C. Increased software complexity
D. Decreased data processing speed

7. Why are remote management tools valuable for data
centres?

A. They enable automatic reboots of servers

B. They allow for monitoring and managing equipment from
offsite locations

C. They increase the physical security of data centres
D. They reduce the need for backup systems

8. Which command is used to edit the cron table in Linux?
A. cron -e

. crontab -e
schedule -e

S oW

. edit crontab

9. What is the key feature of TFTP (Trivial File Transfer
Protocol)?

A. It allows multiple transfers at one time
B. It is secure and encrypts data during transfer

C. It can upload and download individual files to/from the server
D. It is only used for system backups

10. RAID 50 is a combination of which two RAID types?
A. RAID 0 and RAID 1
B. RAID 0 and RAID 5
C. RAID 0 and RAID 10
D. RAID 1 and RAID 5
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1. Which system is crucial to prevent data loss during power
interruptions in a data centre?

A. Power Distribution Unit
B. Rack-mounted servers

C. Uninterruptible Power Supply
D. Data Backup System

The Uninterruptible Power Supply (UPS) is crucial for preventing data loss during power
interruptions in a data centre. A UPS provides backup power when the main power source
fails, allowing servers and other important equipment to remain operational for a limited
time. This continuity is essential for safeguarding data and maintaining ongoing
processes until the power is restored or systems can be safely shut down. In contrast,
while the Power Distribution Unit (PDU) manages and distributes power to different
devices, it does not provide a backup power source. Rack-mounted servers are the actual
hardware that processes and stores data, but they rely on stable power to function
correctly. The Data Backup System, although important for protecting and recovering
data after loss or corruption, does not address the immediate need for power during
interruptions. The UPS serves as a critical buffer to ensure that data and applications
remain intact during sudden power fluctuations or outages, making it the key system for
data loss prevention under such circumstances.

2. How do power outages impact data centres?
A. They enhance overall efficiency

B. They can lead to service interruption, data loss, and damage
to equipment

C. They have negligible effects on cloud services
D. They allow for maintenance of hardware

Power outages pose significant challenges to data centres, primarily because they disrupt
the continuous operation crucial for maintaining reliability and service availability. When
power is lost, several detrimental effects can occur. Firstly, service interruption occurs
as servers and other critical infrastructure lose power. This immediate shutdown can
lead to downtime, affecting clients and users who rely on the data centre for processing
and storage. Secondly, data loss can result from improper shutdowns during power
outages. If changes or transactions are being processed at the time of the outage, there
is a risk that these updates may not be saved, leading to corrupted files or missing data.
Lastly, equipment can sustain physical damage during power outages. Many modern data
centres are equipped with uninterruptible power supplies (UPS), but if power is lost
suddenly, it can cause hard drives, solid-state drives, and other components to be
compromised—especially if they halt abruptly during operations. Understanding these
effects is critical for data centre management, as minimizing downtime and protecting
both data integrity and hardware are paramount priorities.
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3. What is the function of a UPS in a data centre?
A. It regulates temperature within the centre
B. 1t provides backup power during outages

C. It increases network speed
D. It manages data transfers between devices

The function of a UPS (Uninterruptible Power Supply) in a data centre is to provide
backup power during outages. This is crucial in maintaining the operation of critical
systems, servers, and network equipment when the primary power source fails. A UPS
ensures that there is uninterrupted power, allowing for a safe shutdown of systems or
continued operation for a limited time, which helps prevent data loss, corruption, or
hardware damage. In addition to backup power, a UPS also typically offers power
conditioning, protecting sensitive equipment from fluctuations and surges in power
supply. The ability to maintain power during outages is essential to ensure the reliability
and availability of services, which is at the heart of data centre operations. This
capability supports business continuity and protects against the disruption of services
that could impact customers and operations.

4. When installing an additional Network Interface Card
(NIC) in a server, which hardware consideration is most

critical?

A. Storage capacity of the server

B. Bus type and speed of the motherboard
C. Cooling system efficiency

D. Operating system compatibility

When installing an additional Network Interface Card (NIC) in a server, the most critical
hardware consideration is the bus type and speed of the motherboard. The bus type and
speed determine how effectively the NIC can communicate with the rest of the system,
including the processor, memory, and other components. If the NIC is installed on a bus
that does not match its requirements or is not fast enough to handle the data transfer
rates it is capable of achieving, the overall performance of the NIC could be significantly
constrained. This can lead to bottlenecks in data transmission, reducing the advantages
of having an additional NIC in the first place. Additionally, ensuring compatibility with
the bus type guarantees that the NIC can operate without connectivity issues. Therefore,
understanding the motherboard's specifications is essential for successful and optimal
installation of the NIC in the server environment. While other factors like storage
capacity, cooling system efficiency, and operating system compatibility are important for
overall server performance, they are not as directly related to the immediate

functionality and performance of a newly installed NIC as the bus type and speed of the
motherboard.
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5. How is cloud computing related to data centres?

A. Cloud computing eliminates the need for data centres

B. Cloud computing relies on data centres for scalable
resources

C. Cloud computing is an internal service of data centres
D. Cloud computing only serves local clients

Cloud computing relies on data centres for scalable resources because data centres
provide the physical infrastructure needed to host and manage cloud services. These
facilities contain servers, storage systems, networking equipment, and cooling systems,
all of which are essential for delivering cloud computing capabilities. By utilizing data
centres, cloud providers can offer scalable resources on demand, allowing users to access
and utilize computing power, storage, and applications over the internet without the
need for on-premises hardware. Data centres enable cloud providers to scale their
services efficiently, as they can adjust the resources allocated to customers based on
their needs. This flexibility and scalability are vital aspects of cloud computing, making it
possible for businesses to grow and adapt without significant upfront investments in
physical infrastructure. In this scenario, the relationship between cloud computing and
data centres is symbiotic, with data centres serving as the backbone of cloud services.

6. What is a primary benefit of virtualization in data centres?
A. Increased hardware costs
B. Reduced physical space requirement

C. Increased software complexity
D. Decreased data processing speed

Virtualization in data centres allows multiple virtual machines to run on a single physical
server, which significantly reduces the requirement for physical space. By consolidating
workloads onto fewer physical servers, organizations can optimize their available space,
leading to better space management and utilization within the data centre. This can
facilitate more efficient use of resources and can lower overhead costs associated with
maintaining larger physical infrastructures. The reduction of physical space isn't just
about fitting more servers into a given area; it also allows for improved airflow
management, reduces energy consumption, and can lead to lower cooling requirements,
all of which are critical in maintaining an efficient and cost-effective data centre
operation. Consequently, virtualization plays a vital role in enhancing the scalability of
operations while minimizing both physical and operational overhead.
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7. Why are remote management tools valuable for data
centres?

A. They enable automatic reboots of servers

B. They allow for monitoring and managing equipment from
offsite locations

C. They increase the physical security of data centres
D. They reduce the need for backup systems

Remote management tools are particularly valuable for data centres because they
facilitate the ability to monitor and manage equipment from offsite locations. This
capability is crucial for several reasons. Firstly, it enhances operational efficiency by
allowing technicians and administrators to respond to issues in real-time without the
need to physically be present at the data centre. This is especially beneficial in scenarios
where immediate access to the facility is not feasible due to geographic constraints or
time limitations. Secondly, in the context of today's increasingly globalized businesses,
offsite management enables IT teams to monitor systems across multiple locations,
providing a centralized view of performance and issues, which helps ensure that all
systems are running optimally. Lastly, remote management enables proactive
maintenance and quick response to failures or alerts that occur outside normal working
hours, which can minimize downtime and improve overall service availability. This
responsiveness is crucial for maintaining the reliability and integrity of data centre
operations. While automatic reboots (the first option) can be a function of remote
management tools, they represent just one aspect of a broader set of capabilities.
Similarly, while physical security (the third option) and backup systems (the fourth
option) are important elements of data centre operations, they do not encapsulate the
primary value that remote management tools provide in terms of operational

8. Which command is used to edit the cron table in Linux?
A. cron -e
B. crontab -e

C. schedule -e
D. edit crontab

The command used to edit the cron table in Linux is "crontab -e." This command invokes
the cron table editor for the current user's crontab, allowing users to schedule
automated tasks using cron jobs easily. When you run "crontab -e," it opens the user's
crontab file in an editor defined by the environment variable, typically vi or nano. This
file contains the scheduled commands along with the timing information that dictates
when those commands should be executed. Using "crontab -e" ensures that any changes
made are specifically applied to the current user's crontab, allowing for personalized
scheduling without affecting the system-wide crontabs managed by the root user or other
users. The other options are incorrect because they either reference non-existent
commands for editing the cron table or do not follow the standard syntax used in Linux
for managing cron jobs. Understanding this command is crucial for anyone working
within a Linux environment, as it directly impacts the automation and management of
tasks essential for system maintenance and operation.
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9. What is the key feature of TFTP (Trivial File Transfer
Protocol)?

A. It allows multiple transfers at one time
B. It is secure and encrypts data during transfer
C. It can upload and download individual files to/from the server

D. It is only used for system backups

The key feature of Trivial File Transfer Protocol (TFTP) is that it can upload and
download individual files to and from a server. TFTP is designed to be a simplified
version of FTP (File Transfer Protocol) specifically for transferring files easily and
quickly over a network. It operates on a client-server model, where the client can request
to read or write a file on the server. This capability to transfer individual files is what
makes TFTP particularly useful in situations where lightweight file transfer is essential,
such as in embedded systems, network devices, or environments requiring rapid file
transfer without the complexity of full FTP protocols. While TFTP allows such transfers,
it does not support advanced features like directory listings or multiple file transfers
simultaneously, which distinguishes it from more robust file transfer protocols. Other
options present features or characteristics that do not accurately describe TFTP. For
instance, TFTP does not offer encryption or security features, making it unsuitable for
secure file transfers. Additionally, it is not limited to just system backups; it can be used
for various file transfers which adds to its versatility.

10. RAID 50 is a combination of which two RAID types?
A. RAID 0 and RAID 1
B. RAID 0 and RAID 5
C. RAID 0 and RAID 10
D. RAID 1 and RAID 5

RAID 50 is a specific type of RAID configuration that combines the benefits of both RAID
0 and RAID 5. In this setup, data is striped across multiple RAID 5 arrays, which provides
both increased read and write performance as well as redundancy. RAID 0 is known for
its striping capabilities, which enhances performance by spreading data across multiple
disks, effectively allowing parallel read and write operations. However, RAID O does not
provide any redundancy, which means that if one disk fails, the entire data set will be
lost. On the other hand, RAID 5 offers a level of redundancy through the use of parity. It
requires a minimum of three disks and can tolerate the failure of one disk without data
loss. The parity information distributed among the disks allows for reconstruction of data
in the event of a disk failure. By combining these two RAID types, RAID 50 takes
advantage of the speed of RAID 0 while maintaining the fault tolerance provided by RAID
5. This makes it a suitable choice for environments that demand both performance and
reliability, such as data centers that need to ensure high availability and fast access
speeds for large volumes of data.
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